Intune :   
With this solution, we can manage our computers environment without Active Directory On premise

All laptops are compliant and visible in Microsoft Intune.

AT GSX, we applied specifics settings :

* Windows Defender is enabled by default
* Policies can be applied (similar to GPO On-prem)
* Intune is connected to Azure AD, so we can connect to this Azure AD all places in the word with an internet connection (Wifi, 4G, …).
* Not needed to reconnect on the AD On Prem after few weeks/month to reset the identification ID stored in laptop cache.
* We have a complete inventory directly in Intune.
* Reset, Refresh, re-assign new user on laptops.

When we buy new laptops (Dell actualy) :

OEM Part :

* Send Company Autopilot Information when place order (Azure Tenant ID and Company name)
* Windows Autopilot was registered directly by OEM vendor. These informations was saved in the TPM on the laptop (Trusted Platform Memory).
* Laptop is displayed in Intune devices list immediately.

IT part :

* We assign a user on this laptop (in Intune Management Console) and it’s done.

User part :

* User proceed to the first configuration and use her company account to log into the computer.
* Windows know this account and applied all company policies setted up in Intune (Security policies, computer name, updates, …) with important softwares installation (Office 365, Teamviewer, …)  
  Note : Office 365 take automatically Microsoft account used to setted up the computer.